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Synopsis 
Who says we’re safe in cyberspace? Our modern lifestyle now depends on this rapidly developing man-
made environment yet we find ourselves ill-equipped to behave safely and securely. Whether as private 
individuals or large corporations, we lack the instinctive sense of the risks we are exposed to in 
cyberspace. And when it comes to protective measures, how do we balance risks and benefits? 
The threats are often invisible and the damage is not immediately recognisable. Our actions, as system 
designers or service providers will expose others to risks. 
There is talk of laws, rules and standards to regulate this cyber environment. But who should set the 
standards of good behaviour and adequate security in cyberspace and what might they look like? And 
are there perverse outcomes to avoid? 

 


